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Abstract: In symmetric cryptosystems, we use the same keys to encrypt and de-
crypt data, our question is how to share this common keys? Using the commutativity
of the multiplication of circular matrices and sensibility to initial conditions in chaotic
logistic maps through two different channels, we give some new techniques for creat-
ing and sharing two keys and use them to increase the level of security during the
encryption and decryption of texts or digital images.
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1 Introduction

The main goal of this work is the creation of two keys through two different channels.
For the first key, based on the same techniques as in our previous work [1], we set a
t ∈ [−1, 1] and we create a circular matrix generated by the vector (a(t), b(t), c(t)) such
that a = t2 + 1, b = t and c = −t. This choice is made so that the trace and the
determinant of the generated circular matrix are strictly positive, which allows us to
calculate the initial parameters of a logistic sequence as follows:

µ =
det T

det T + 1
+ 3 and x0 =

trT
trT + 1

. (1)

This choice checks the chaotic case because µ ∈]3, 4[ and x0 ∈]0, 1[. These two parameters
will be shared through a quantum channel by the exchange protocol BB84.
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